POSTTEST INTERVIEW:

1. Go to the fraudulent sites that are not noticed.
At the end of the study, we interviewed the subjects by going over the unrecognized attacks to find out why they did not recognize them and what they thought at the time, in order to find out the usability problems of the Web Wallet interface.

2. In practice, how to you decide if a website is authentic or not?
______ professional content

______ based on experience (I have been the site before)
______ look at the browser’s indicators (https, lock icon, etc.)
​​​______ others ___________________________________________________

3. What’s your opinion about 
· The choosing list for the new login card

·  The warning bar with the zooming char and flying icon
· The red boundary

· The add-on card holder 

4. Why do you save / not save the new login cards?
5. In practice
· Do you let your browsers remember your login information, credit card info, or bank info? Why or why not?
· Do you run any client auto-fill software to automatically fill in your login info, credit card info, or bank info for you? Why or why not?
· Do you let the servers remember your login info, credit card info, or bank info? Why or why not?
6. Please rate the web wallet in term of helping you to avoid phishing attacks from 1 (very ineffective) to 5 (very effective). Why?
7. Please rate the web wallet in term of ease of use from 1 (very hard to use) to 5 (very easy to use). Why?
8. Does your browsing behavior change in this user study? In practice do you click email links?
9. Any other comments?
