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The main activity for this lecture is analyzing a series of Firefox extensions downloaded from the Firefox webpage (https://addons.mozilla.org/extensions/).  After looking at each extension as a class we will divide into groups and use what was learned to design a better extension.

Below is a set of discussion questions for each of the extensions covered.  

For each extension ask:

· Who is this extension designed for?

· What are their goals?

· Does the extension meet those goals?

· Does the interface accurately portray what is really happening?

· Could a member of the intended audience use this extension?

Petname

· Petname uses a small colored box in the upper right corner of the screen to display the petname for the page or “untrusted” if the page has no name.  Would a normal user notice the colored box?

· The petname in the box can only be edited if you are on a page that uses encryption, this is signaled by changing the background to yellow but the box still says “untrusted.”  Should you be able to edit the name of an unsecured page?

· Is the colored box obvious enough?

· Would a normal user understand why the box is editable sometimes and not others?

Add N Edit Cookies

· Does the description give the user enough information to know whether or not this extension is appropriate for them?

· To use the feature the user has to look inside the tool menu.  Is it reasonable to expect a user from the target group to know to do that?

· The interface on this extension is a bit confusing, how could buttons and options be re-grouped, removed or re-designed to make it clearer. 

· What is an example task a user of this audience would need to perform that this extension would help with?

Cookie Culler

· The information displayed is very similar to the Add N Edit Cookies extension but it has a very different audience, are the technical details displayed still appropriate?    

· Is the terminology used appropriate to the audience?

· “Protected” cookies are only protected from deletion if they are deleted from with Cookie Cullers interface.  Clearing cookies using Firefox’s cookie interface will delete all cookies including protected ones.  Will this be confusing to users?

· Is this a better cookie interface than the last one?  Why?

Cookie Button

· Will users notice the icon?

· The icon has a small colored check mark next to it that can be blue or green.  Will users notice the small color change?

· How could the icon be changed so that it is easier to see both it and its state?

· Do the different settings fit the users and the tasks the users need to accomplish?

Distrust

· Distrust claims that “Once turned on this extension monitors FireFox for its activities.  Once turned off Distrust will remove history items cache and cookies that were used during the distrust session.”  What Distrust actually does is make sure that history items, cache and cookies are all deleted when Firefox closes. How is this different from your mental model after reading the description?

· Could the difference between the user’s mental model and what is actually happening cause damage?

· Distrust signals that it is active by coloring the icon.  Would a target user notice this change?  Is it too subtle?

XParanoia  

· XParanoia offers the exact same functionality as Firefox, it just makes it very easy to access.  Is XParanoia better than the standard Firefox menu? 

· Is this a better model than Distrust?

Activity

Internet users occasionally need to protect themselves by deleting cookies, cache and history information.  Split into groups and use what you learned from analyzing these extensions to design a new extension that helps the user manage cookies. Along with your design you need to state who your users are and what their goals are.  You also need to say why your design meets those goals.  

