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Creating a research poster
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December 10 Poster Fair

•  During class in 4th floor Gates lobby

•  32x40 inch foam core boards, 9x12 inch 

construction paper, glue sticks, and thumb 
tacks will be made available

– You can get them from Tiffany Todd 

ttodd@cs.cmu.edu in Wean 4114

•  Present your preliminary project results and 

get feedback you can use as you finish your 
paper
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Creating a research poster

•  Any word processor, drawing, or page design software will 

work

–  PowerPoint is well-suited for making posters


•  Design poster as single panel or modular units

–  Single panel posters 


•  Have a professional look (if well designed)

•  Should be printed on large format printers (SCS has one for student 

use, requires SCS account but TA can print for you if you plan ahead)

•  Other large printers on campus or local copy shops – some can also 

print on fabric

–  Modular units


•  Easier to design and transport

•  Print on letter paper (optionally, mounted on construction paper)
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Research poster content

•  Don’t try to present your whole paper


–  Convey the big picture

–  Don’t expect people to spend more than 3-5  minutes reading your poster

–  500 words, maximum (can be a lot shorter!)


•  Introduce problem, your approach, and results


•  Provide necessary background or glossary


•  A picture is worth 1000 words

–  Graphs, diagrams, etc.


•  Use bullets and sentence fragments, similar to making slides


•  Don’t forget to include title and author
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 Research poster design

•  Use a large, easy-to-read font

– Most text should be at least 20 point font, >36 

point font is even better

– No text less than 14 point font

– Headings should be larger and in bold


•  Use color consistently

•  Arrange elements for a sensible visual flow
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Presenting your research poster

•  Be prepared to give a 1-minute overview of your 

poster and answer questions


•  Let people read your poster without interrupting 
them


•  Consider bringing a laptop if you have software to 
demo or a video to show


•  Consider making handouts available with abstract, 
web URL for obtaining your paper, and your 
contact information
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A Spoonful of Sugar? The Impact of Guidance and 
Feedback on Password-Creation Behavior 
Richard Shay,  Lujo Bauer, Nicolas Christin, Lorrie Faith Cranor, Alain Forget,  
Saranga Komanduri, Michelle L. Mazurek, William Melicher, Sean M. Segreti, Blase Ur

Methodology
• Online MTurk study with 6,435 participants 
• Password made with different feedback conditions 
• Recall password after 5 minutes and in 3 days 
• Metrics include password cracking, user sentiment, 

and attempts to create / recall

Base Base w/ Feedback

Pattern Pattern w/ Feedback

Guided Password Creation

This research was supported in part by NSF grants DGE-0903659 and CNS-1116776, and by a gift from Microsoft Research

Results

Feedback helps users create secure passwords 
with fewer errors and improved sentiment

Guiding and inserting  
random characters 
 both reduce final 
password strength 

Motivation
• Websites provide requirements feedback and multi-

step password creation  to help users make 
passwords under strict requirements 

• Do feedback and guidance help users make 
passwords? Are the passwords still as secure? 
What kind of feedback works best?

How requirements are presented to 
users is important.
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Measuring Password Guessability for an Entire University 
Michelle L. Mazurek, Saranga Komanduri, Timothy Vidas, Lujo Bauer,                  
Nicolas Christin, Lorrie Faith Cranor, Patrick Gage Kelley, Richard Shay, and Blase Ur 

Studying real passwords Analysis approach 

Results – Correlating password strength 

•  Access plaintext passwords only indirectly 
•  Compare to leaked sets, online survey sets 
•  Measure guessability using modified Weir 

cracking algorithm [1,2] 
•  Survival analysis to correlate demographic, 

behavior, sentiment factors with guessability 

•  Password research is plentiful, but usually 
based on leaked data (unreliable) or 
experimental data (artificial) 

•  We studied 25,000 high-value CMU passwords  
•  Strong safeguards to protect users 
•  Required: Upper, lower, digit, symbol, dictionary 

check, length 8 
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Computer science passwords: 1.5x 
stronger than business school 

Results – Comparing password sets 

Users who said creating a 
password was annoying: 
1.5x weaker 

Digits and symbols least 
effective at the end of 
passwords; uppercase least 
effective at the beginning 

Online surveys are more 
consistently similar to real 
CMU passwords than 
leaked password sets are, 
both in guessability and 
composition  

Online comp8 studies: 
MTsim, MTcomp8,  

Leaked plaintext sets: 
Rockyou, CSDN, Yahoo! 

Leaked cracked sets: 
Gawker, Stratfor 

Paper survey: SVcomp8 
Other online studies: 

MTbasic8, MTdictionary8 
[1] P. G. Kelley, S. Komanduri, M. L. Mazurek, R. Shay, T. Vidas, L. Bauer, N. Christin, L. F. Cranor, and J. Lopez, “Guess again (and again and again): 
Measuring password strength by simulating password-cracking algorithms,” in Proc. IEEE S&P, 2012.  
[2] M. Weir, S. Aggarwal, B. D. Medeiros, and B. Glodek, “Password cracking using probabilistic context-free grammars,” in Proc. IEEE S&P, 2009.  
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Poster creation

•  Have poster draft ready to discuss in class 

on Tuesday

•  If you want Abby to print it on SCS poster 

printer, email it to her by 9 pm Tuesday

– Alternatively, you can print it yourself at Kinkos 

or other CMU printer

– Or you can print on 8.5x11 paper



